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Volwassenheid Nederlandse organisaties
concentreert zich op basisniveau

Belangrijkste inzichten

q Securityroadmap
Slechts 16% van de organisaties heeft
een roadmap op directieniveau.

5 Ketenbeveiliging
23% heeft volwassen ketenbeveiliging

en 9% heeft geen overzicht van
leveranciers.

Top 5 prioriteiten

43% Voldoen aan strengere

wet- en regelgeving
(zoals NIS2, DORA
of eIDAS)

O/ Veilig Al-gebruik binnen
37 /O de organisatie

27% Medewerkers bewust

maken van risico’s en
veilig gedrag bevorderen

22% Cloudomgevingen veilig

inrichten en beheren

0, Identiteiten en toegangen
21 /O goed beheren en

controleren

Governance
Compliance & assurance

Securityroadmap

Securitymonitoring en detectie

Identity & access management .

8? Identity & access management
5% werkt zonder multifactor-
authenticatie (MFA), en 39% heeft
alleen MFA op kritieke systemen.

Crisisplanning & oefening
Leveranciersmanagement

Securitybewustzijn in organisatie

@ Crisisplanning & oefening
67% voelt zich voorbereid, maar
slechts 28% oefent structureel.

Budget & resources

Architectuur & segmentatie

D Securitymonitoring

O 33% heeft geen continu organisatie-
breed inzicht. Monitoring is vaak
beperkt tot kernsystemen.

Awareness & training

Risicomanagement

Reactief Basis Strategisch Visionair

Verwachte extra investeringen in informatiebeveiliging

35% 26% 24%

Securitymonitoring Identity & access Securityroadmap en
en detectie management strategievorming

23%

Securityawareness in
de organisatie

22%

Compliance &
assurance



